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Figure 1. Hype Cycle for Privacy, 2018
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Alice

Bob

Calculus

Secret

Secret

Calculus

Messages to be sent

mg,m

Generate RSA key pair and send public
portion to Bob

Receive public key

Generate two random messages

o, T

Tp, T

Receive random
messages

k,b

Choose
b < {0,1} and

generate random k

v=(z +k°) mod N

Compute the
encryption of k,
blind with = and
send to Alice

One of these will equal k, but Alice does
not know which.

ko = (v — z)*

kl = (‘U — xl)d

mod N
mod N

Send both messages to Bob

mg = mo + ko
m’1=m1+k1

/ l
my, My

Receive both
messages

my =my —k

Bob decrypts the
my, since he
knows which 3 he
selected earlier.
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a1+a3.1+b1+b3.1 a2+a3.2+b2+b3.2
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x*d3

((x*d1 mod m)*(x*d2 mod m)*(x*d3 mod m)) mod m

o
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ecure multi-party computation helps you to
rotect your secret in a way that is never seen
efore

ssessing at least one part of your secret
provide you possessing the whole secret

| protection of that secret is essentia
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